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Control and Data Planes combined in Network Elements:
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Software-Defined Networking

Driven by 
desire to 
provide user-
controlled 
management 
of forwarding 
in network 
nodes
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Casado, M. et al., “SANE: A Protection Architecture for 
Enterprise Networks,” Usenix Security, 2006.
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Separation of Control and Data Planes:







Network Functions Virtualisation – Introductory White 
Paper, October 2012 -

http://portal.etsi.org/NFV/NFV_White_Paper.pdf 




