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Security APIs
Classification
Security Primitives &« — — — Is_a_co:n[i)slte_of_ _ _ _ _ _| Security Controls
APIs L4 APIs
\
~_~-7
tar Security Session
) — Filtering
Cryptography Information Hiding Whitelisting, Blacklisting, Management
Escaping, Sanitisation, ...
Hardware Copy Secure Storage
. PC/SC, ... i Data, Credentials, ...

Algorithms/ Formats . dentit Protection

Schemes XML-Security Watermarking entity Trust

Ciphers, CMS. JOSE . Management | Access
Hash Functions ’ ’ Username, PKI, ... Control Long-term S
MAGs, PRNGSs Protoco's ontro S t ecure
Challenge/Response, Steganography 'gnature Messaging
Zero-Knowledge, ... Signal, ...

Key Management AuthN AuthZ

Generation, Agreement, Password, PIN, ACL, Roles, Secure

Transport, Renewal, ... Multifactor, Attributes, Communication

OpeniD Connect, ... OAuth, ... TLS, ...
low Level of Abstraction high

Basic Security Services

Confidentiality, Integrity, Authenticity, Non-repudiation

Quelle: L. Lo lacono und P. L. Gorski (2017). ,| Do and | Understand. Not Yet True for Security APls. So Sad.” In:

The 2nd European Workshop on Usable Security, EuroUSEC “17, Paris, France.

>
Concrete Security Measures

User Login, Secure File Transfer

Prof. Dr.-Ing. Luigi Lo lacono
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Incorrect Use of Cryptographic APIs

Hard-to-use cryptographic APIs increase the likelihood
of software vulnerabillities.

Y. Acar, M. Backes, S. Fahl, S. Garnkel, D. Kim, M. L. Mazurek, and C. Stransky.
Comparing the usability of cryptographic APIs.
In 2017 IEEE Symposium on Security and Privacy (SP), pages 154 - 171, 2017.

A. Naiakshina, A. Danilova, C. Tiefenau, M. Herzog, S. Dechand, and M. Smith.
Why do developers get password storage wrong?: A qualitative usability study.
In Proceedings of the 2017 ACM SIGSAC Conference on Computer and Communications Security, CCS '17. ACM, 2017.

S. Nadi, S. Kruger, M. Mezini, and E. Bodden.
Jumping Through Hoops": Why do Java Developers Struggle With Cryptography APIs?
In Proceedings of the 37th International Conference on Software Engineering (ICSE 2016), 2016.

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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Cryptography.io Documentation

# Cryptography

Docs » Primitives () Edit on GitHub

Search docs

This is a “Hazardous Materials” module. You should ONLY use it if you're 100% absolutely sure
Fernet (symmetric encryption) that you know what you're doing because this module is full of land mines, dragons, and
X.509 dinosaurs with laser guns.

© Primitives Primitives
Authenticated encryption
Asymmetric algorithms ¢ Authenticated encryption

e Asymmetric algorithms
Constant time functions 4 ;

¢ Constant time functions

Key derivation functions « Key derivation functions
Key wrapping * Key wrapping
Message authentication codes * Message authentication codes
Message digests (Hashing) * Message digests (Hashing)

e« Symmetric encryption
Symmetric encryption « Symmetric Padding
Symmetric Padding * Two-factor authentication

Prof. Dr.-Ing. Luigi Lo lacono
Source: https://cryptography.io/en/latest/hazmat/primitives/ Internet | COINS Summer School 2021 50



0 ‘ Hochschule
Bonn-Rhein-Sieg

University of Applied Sciences

Security APIs vs Cryptographic APIs

Source: L. Lo lacono und P. L. Gorski (2017). ,| Do and | Understand. Not Yet True for Security APls. So Sad.” In: Prof. Dr.-Ing. Luigi Lo lacono

The 2nd European Workshop on Usable Security, EuroUSEC “17, Paris, France. Internet | COINS Summer School 2021 51
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PyCrypto Documentation

&~ C | & Sicher| https://www.dlitz.net/software/pycrypto/api/current/ v B
Table of Contents _Home Trees Indices Help i¥
Package Crypto :: Package Cipher :: Module ARC4 [frames] | no frames]
Everything Module ARC4
mé"r::il;’ ARC4 symmetric cipher
er:ptg_gim ARCA4 (Alleged RC4) is an implementation of RC4 (Rivest's Cipher version 4), a symmetric stream cipher designed by Ron Rivest in 1987.
Crypto Cipher. AES The cipher started as a proprietary design, that was reverse engineered and anonymously posted on Usenet in 1994. The company that owns RC4 (RSA Data Inc.) never
Céy_p_to.C!p—hcr ARCE confirmed the correctness of the leaked algorithm.
pto.Cipher ARC:
Qr;DJ.Q.QPD_Q[@JQ_VYﬁLh Unlike RC2, the company has never published the full specification of RC4, of whom it still holds the trademark.
| Crunto Cinher CAST. ARCH4 keys can vary in length from 40 to 2048 bits.
Everything One problem of ARC4 is that it does not take a nonce or an IV. If it is required to encrypt multiple messages with the same long-term key, a distinct independent nonce
must be created for each message, and a short-term key must be derived from the combination of the long-term key and the nonce. Due to the weak key scheduling
\All Classes algorithm of RC2, the combination must be carried out with a complex function (e.g. a cryptographic hash) and not by simply concatenating key and nonce.
g_.zmsz&m 0. Cipher ARC2 Rgzg% New designs should not use ARC4. A good alternative is AES (crypto.Cipher.aES) in any of the modes that turn it into a stream cipher (OFB, CFB, or CTR).
Crypto.Cipher. ARC4.ARC4Cipher As an example, encryption can be done as follows:
Crypto.Cipher.Blowfish BlowfishCipher
Crypto.Cipher. CAST.CAST128Cipher >>> from Crypto.Cipher import ARCA
%UMMQ_‘QLPDQEDES ,DESQ!RD_QI& >5>> :rom Crypto.Hash jml)or; SHA
rypto.Cipher.DES3.DES3Cipher >>> from Crypto import Random
Crypto.Cipher,PKCS1 OAEPPKCS10A 2 , . .
Crypto.CipherPKCS1 vl 5PKCSI115 C o il i o o e
Crypto.Ci !p—hchOR.XORCim >>> tempkey = SHA.new(key+nonce).digest()
erpto .Clpbgl‘.blgckalgo ,lekAlgg >>> cipher = ARC4.new(tempkey)
Crypto.Hash HMAC HMAC >>> msg = nonce + cipher.encrypt(b'Open the pod bay doors, HAL')
Crypto.Hash.MD2 MD2Hash
Crypto.Hash. MD4 MD4Hash
Crypto.Hash. MDS MDSHash
Crypto.Hash RIPEMD RIPEMD160Hash ARC4Cipher
Crypto.Hash SHA.SHA | Hash | ARCH4 cipher object

Prof. Dr.-Ing. Luigi Lo lacono
Source: https://www.dlitz.net/software/pycrypto/api/current/Crypto.Cipher. ARC4-module.html  |nternet | COINS Summer School 2021
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Incorrect Use of Cryptographic APIs

- ”"Real-world Android developers use Stack Overflow (and
other Q&A communities) as a major resource for solving
programming problems, including security- and privacy

relevant problems”

- Important Factor: Degree of instantly understandable and

actionable support (e.g. instructions, guidelines)

Y. Acar, M. Backes, S. Fahl, D. Kim, M. L. Mazurek, and C. Stransky.
You get where you're looking for: The impact of information sources on code security.
In 2016 IEEE Symposium on Security and Privacy (SP), pages 289 - 305, May 2016.

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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Why do developers make mistakes when storing passwords?

= Developers think about functionality first and security second.
= Requiring security can make a difference.
= Standards and recommendations are important.

=  Opt-out rather than opt-in security.

Source: A. Naiakshina, A. Danilova, C. Tiefenau, M. Herzog, S. Dechand, and M. Smith: Why Prof. Dr.-Ing. Luigi Lo lacono
- - et
Do Developers Get Password Storage Wrong? A Qualitative Usability Study, ACM CCS 2017 internet | COINS Summer School 2021 ”
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Programming Task

« - C @ @ localhost:9000/map - O W mn @ =
Koélner Dom
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Karte Satelliit Domschatzkammer Klub Domhof .o
:ernauionar SlnTotnam Q
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ower Q Romisches Nordtor Clear Altar Gero Crucifix
Dreikénigenschrein
Kr lum Q .
euzblume zS Kélner Dom Q @
€L
) Domplatte 3% j
o '" @ ' DombauhUtte@
Café Reichard domradio.de Heinrich-Boll-Plat
o Ludwig im Museum ¢7)
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. g @ Museum Ludwig
DomgaRchen 3
[}
- 8
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Bildquelle: https://www.google.de/maps

@ Colonia
~ Roncalliplatz . 1endaten @ 2018 GeoBasis DE/BKG (©2009), Google  Nutzungsbedingungen  Fehler bei Google Maps melden

Source: Peter Leo Gorski, Luigi Lo lacono, Stephan Wiefling und Sebastian Moéller, .
Prof. Dr.-Ing. Luigi Lo lacono

,Warn if Secure or How to Deal with Security by Default in Software Development?*,
12th International Symposium on Human Aspects of Information Security and Assurance (HAISA), 2018 Internet | COINS Summer School 2021
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CSP Violation Messages / Warnings

[w ﬁj Elements Console Sources Network Performance Memory Application Security Audits Q4 i X
] ®© | top v Filter Default levels ¥ & Group similar O
© Refused to apply inline style because it violates the following Content Security Policy directive: "default-src 'self'". Either map:4
y
the ‘unsafe-inline' keyword, a hash ('sha256-2Y5bPrBHPsEp70awn2@1wR/81vISSw+tfkA2@ae+uSU="), or a nonce ('nonce-...') is required to
enable inline execution. Note also that 'style-src’ was not explicitly set, so 'default-src' is used as a fallback.
© Refused to execute inline script because it violates the following Content Security Policy directive: “"default-src 'self'". map:20
Either the ‘'unsafe-inline' keyword, a hash ('sha256-pTH1sSKbUs/YR209uEdCsbP3S5VYPMI7CDSpwdmhrc8="), or a nonce ('nonce-...') is
required to enable inline execution. Note also that 'script-src' was not explicitly set, so 'default-src’ is used as a fallback.
© Refused to load the script ‘https://maps.googleapis.com/maps/api/js? map:1
key=ATzaSyDOIY7TEuMknI6AjRcCeNnxTfWnlHvaTK4&callback=initMap' because it violates the following Content Security Policy directive:
"default-src 'self'". Note that 'script-src’' was not explicitly set, so 'default-src’ is used as a fallback.
© GET http://localhost:9000/favicon.ico 404 (Not Found) favicon.ico:1
(@ 3 inspector [ Console ([ Debugger {} StyleEditor (G Performance #k Memory = Network & Storage (" B & O &€ X
W ¥ Filter output [ Persist Logs
4 Loading failed for the <script> with source “https://maps.googleapis.com/maps/api/js?key=AIzaSyDOIY7IEuMknI6AjRcCeNnxTflWnlHvaTK4& map:38
callback=initMap”.
A Content Security Policy: The page’s settings blocked the loading of a resource at self (“default-src”). Source: map:4
/* Set the size of the div eleme....
A Content Security Policy: The page’s settings blocked the loading of a resource at self (“default-src”). Source: map: 20
// Initialize and add the map
A Content Security Policy: The page’s settings blocked the loading of a resource at https://maps.googleapis.com/maps/api
/js?key=AIzaSyDOIY7IEuMknI6AjRcCeNnxTflinlHvaTK4&callback=initMap (“default-src”).

Source: Peter Leo Gorski, Luigi Lo lacono, Stephan Wiefling und Sebastian Méller,
,Warn if Secure or How to Deal with Security by Default in Software Development?*,
12th International Symposium on Human Aspects of Information Security and Assurance (HAISA), 2018 Internet | COINS Summer School 2021
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Developers Deserve Security Warnings, Too

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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Total Time CSP Browser Mean 60 min
No Chrome 16 min 0/10
Yes Chrome 56.6 min 7/10

Mann-Whitney U test; U=0; p<0.001

Participants trying to solve the task in the Chrome group being confronted with CSPs
needed significantly more time than participants in the Control condition

Source: Peter Leo Gorski, Luigi Lo lacono, Stephan Wiefling und Sebastian Méller,
~Warn if Secure or How to Deal with Security by Default in Software Development?®,
12th International Symposium on Human Aspects of Information Security and Assurance (HAISA), 2018 Internet | COINS Summer School 2021 58
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What triggers the message and what is the reason?

“Always the same error
message, I've no idea
what | can do with it”

“An error is displayed”

Source: Peter Leo Gorski, Luigi Lo lacono, Stephan Wiefling und Sebastian Mdller,
~Warn if Secure or How to Deal with Security by Default in Software Development?®,
12th International Symposium on Human Aspects of Information Security and Assurance (HAISA), 2018

“Honestly, | have no idea
why the map isn’t displayed.
The messages do not really

explain that. It can’t be so

difficult.”

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 59
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Log in Sign up Forums

The & Register’

DevOps
Here's a fab idea: Get crypto libs to
warn devs when they screw up

Security is a process that requires hitting people
over the head with their errors

By Thomas Claburn in San Francisco 14 Aug 2018 at 20:06 17(d SHARE A

s O 0 O

- SHA-224

(SHA-Z)

- SHA-256

(SHA-2)

~ SHA-384

SHA-2)

SHA-512

Source: The Register
Building warnings into crypto libraries that alert developers to unsafe httpS//WWWthereg ister. CO.Uk/201 8/08/1
coding practices turns out to be an effective way to improve the security 4/d eve|opers Crypto training/

of applications.
At the USENIX Symposium on Usable Privacy and Security (SOUPS)
2018 this week, a group of researchers from several universities in

We use cookies to improve performance, for analytics and for advertising. You can manage your preferences at an

time by visiting our cookie policy. Ok PrOf. Dr__lng_ Lu|g| LO |acono
Internet | COINS Summer School 2021
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Integrated Design Approach for Security Recommendations

Blinking lcon and
Warning |dentifier

/1\ WARNING @
@

-
I I
I I
+ |
I I
I L}
] Primary Text I
I |
: : Context
I Source of Code ®‘ 1 Information
I |
I L}
I 1
]} Secondary Text - Risk Communication I
I I
I I
Context-Sensitive : Primary Option - Secure Action Advice @ :
Help ] 1
I ——@ Code Example i
I 1
I 1
Contaxt-Sansitive : Secondary Option - Insecure Suppress Action @ :
Help 1 I
+——@ Code Example 1
1 1 Separation
I | Line
] . 2 T
I 1
| Secondary Text - Background Information @ !
Box Drawing ! l
.._ |

Source: Peter Leo Gorski, Luigi Lo lacono, Dominik Wermke, Christian Stransky, Sebastian Moller, Yasemin Acar and Sascha -
Fahl ,Developers Deserve Security Warnings, Too: On the Effect of Integrated Security Advice on Cryptographic APl Misuse®, Prof. Dr.-Ing. Luigi Lo lacono
Fourteenth Symposium on Usable Privacy and Security (SOUPS 2018) Internet | COINS Summer School 2021 61
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Results for Security

— 26.9% secure solutions in the PyCrypto condition
— 50.7% secure solutions in the PyCrypto patch condition

PyCrypto (Acar etal)d 7 11.6% Acar et al.
M2Crypto{ T—__121.4% Control
g PyCrypto (Control){ | | 26.9% Patch
= PyCrypto (Patch) { [ 50.7%
=5 PyNaClq | | 58.8%
cryptography.ioq | | 70.6%
Keyczarq | | 75.0%
0 25 50 75 100

Tasks with secure solutions (%)

Source: Peter Leo Gorski, Luigi Lo lacono, Dominik Wermke, Christian Stransky, Sebastian Moller, Yasemin Acar and Sascha -
Fahl ,Developers Deserve Security Warnings, Too: On the Effect of Integrated Security Advice on Cryptographic APl Misuse®, Prof. Dr.-Ing. Luigi Lo lacono
Fourteenth Symposium on Usable Privacy and Security (SOUPS 2018) Internet | COINS Summer School 2021
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GUIDANCE

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 63
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Principles are general rules to be followed when
designing systems.

h Ig h Guidelines describe how principles can be
implemented.

Patterns are proven solutions to
recurring problems that occur in
system development.

raction low

Source: L. Lo lacono, M. Smith, E. v. Zezschwitz, P. L. Gorski, P. Nehren, “Consolidating Principles and Patterns Prof. Dr-Ing. Luigi Lo lacono
for Human-centred Usable Security Research and Development” in: The 3rd European Workshop on Usable - Pr-ing. LUig
Seite 64 Security, EuroUSEC “18, London, England, April 23, 2018. Internet | COINS Summer School 2021
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https://das.h-brs.de/usecured

USecurlD

Tools

Tools for Usable Security

(041

Principles ' Guidelines Patterns |

Your opinion on the USecureD tools

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 65




O ’ Hochschule
Bonn-Rhein-Sieg

University of Applied Sciences

Pattern Example

https://das.h-brs.de/usecured

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 66
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Pattern Language

Overview
https://das.h-brs.de/usecured

Relations

.
§
S
2
9
g
IS

jmmediate Notifications -f}

Navigation

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 67
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Evaluation Methods

Expert Reviews
@ — 1
Py

T‘m

Literature Search
- Cognitive Walkthrough
- Heuristic Evaluation
- Model-based evaluation

User Reviews

- Observation

- Interviews / focus groups
- Surveys / questionnaires
- Online studies

- Laboratory experiments

JL ’
ﬂ]l
hﬂ‘ﬂ’ " Hﬂ\h’l
1-f, *',
Iﬁ 9.1l ,
. IA,A”M
A || "
als :n' -
a 6' .ll’eF
\ﬂ, - ? ? Prof. Dr.-Ing. Luigi Lo lacono
2] l I ‘ ”% OINS Summer School 2021
’ l Ll
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Evaluation Methods

(Expert) Heuristic Walkthrough

Prerequisite:

o At least two experts (better some more with different expertise)
o Usability Experts
o System designer
o Ul designer
» Developers

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 69
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Evaluation Methods

(Expert) Heuristic Walkthrough

Step 1:
o Compile a list of prioritized user tasks
o Compile a list of heuristics (principles)

1. Send an \
ewarap’ccd
and signed
emeatl

2. Add a new
public key

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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Evaluation Methods

(Expert) Heuristic Walkthrough s

Step 2:

o Pass 1: Apply adapted cognitive walkthrough
o Will the users know what they need to do next?

 Will users notice that there is a control available that will allow
them to accomplish the next part of their task?

o Will users know how to use the control?

o Will users see that progress is being made towards completing
the task?

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 71
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unencrypted email encrypted email

L] L]

Evaluation Methods

(Expert) Heuristic Walkthrough

Step 3:
o Pass 2: Apply adapted heuristic evaluation

1 [

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 72
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Evaluation Methods

(Expert) Heuristic Walkthrough
Step 4.

» Consolidate findings and compare results
» Rate problems

1. Send an encrypted and \

stgwned ematl

Problems:

- System status \/Lsiloil,itg LS
hiddewn: 2/5

- Menu button -(:aLscLa
suggests that encryption is
enabled: 5/5

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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SECURITHECPRIVACY

BuiLDING DEPENDABILITY, RELIABILITY, AND TRUST

0

. .
I E E E ’ / s \September/OCtober 2016
' 4 / ’ .
.

Vol. 14, No. 5
Prof. Dr.-Ing. Luigi Lo lacono

IEEE@)computer society ? 4 5
CELEBRATING 70 YEARS A / ht Internet | COINS Summer School 2021

Source: IEEE Security & Privacy, Volume 14 Issue 5, Sept.-Oct. 2016
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The Security-Usability Tradeoff Myth

1. More security means less usability?

Source: M. A. Sasse, M. Smith, C. Herley, H. Lipford and K. Vaniea, "Debunking Security-Usability Tradeoff Myths, "
in IEEE Security & Privacy, vol. 14, no. 5, pp. 33-39, Sept. Oct. 2016

SEGURIT

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021

75



o} _

Hochschule
Bonn-Rhein-Sieg
University of Applied Sciences

The Security-Usability Tradeoff Myth

Security breaks when usability is

is not taken into account!

Source: M. A. Sasse, M. Smith, C. Herley, H. Lipford and K. Vaniea, "Debunking Security-Usability Tradeoff Myths, "
in IEEE Security & Privacy, vol. 14, no. 5, pp. 33-39, Sept. Oct. 2016

SEGURIT

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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The Security-Usability Tradeoff Myth

2. More usability means less security?

ey
b\\\
Vs°

A
O
e

Source: M. A. Sasse, M. Smith, C. Herley, H. Lipford and K. Vaniea, "Debunking Security-Usability Tradeoff Myths, "
in IEEE Security & Privacy, vol. 14, no. 5, pp. 33-39, Sept. Oct. 2016

SEGURIT

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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The Security-Usability Tradeoff Myth

Digital products cannot be used without security!

Source: M. A. Sasse, M. Smith, C. Herley, H. Lipford and K. Vaniea, "Debunking Security-Usability Tradeoff Myths, "
in IEEE Security & Privacy, vol. 14, no. 5, pp. 33-39, Sept. Oct. 2016

SEGURIT

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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The Security-Usability Tradeoff Myth SECUH"Y&PHWACY

Goal: Reflective Balance

-

When security features are fit for purpose, they are more Non ‘E ECUR —us
likely to be used (correctly), improving overall security. TR A DEQ&M /

/,/
Security Usability ¢ /’ /

Source: M. A. Sasse, M. Smith, C. Herley, H. Lipford and K. Vaniea, "Debunking Security-Usability Tradeoff Myths, " Prof. Dr.-Ing. Luigi Lo lacono
in |EEE Security & Privacy, vol. 14, no. 5, pp. 33-39, Sept. Oct. 2016 Internet | COINS Summer School 2021
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Cﬁgﬂenges

Secondary task

* Stress

* Physical condition

 Mental condition, concentration
* Least Effort

Resilience

» Attacking/countering

* Human characteristics

* (Cognitive abilities, habituation,
* mistakes)

Person types

* Perception of risk

* Security knowledge
* Security Behavior

Segarity

Usability

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021
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Takeaways
@) The Security-Usability Tradeoff Myth

) Empower people to become a strong link in Security

Designed by Freepik
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Recommended Readings

,Usable Security: History, Themes, and Challenges”
Simson Garfinkel and Heather Richter Lipford, 2014

., Security and Usability: Designing Secure Systems that People Can Use”
Lorrie Faith Cranor and Simson Garfinkel, 2005

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 82
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Conferences

International
Symposium on Usable Privacy and Security

https://www.usenix.org/conference/soups2020

Privacy Enhancing Technologies Symposium
https://www.petsymposium.org/

Conference on Human Factors in Computing Systems
https://chi2020.acm.org/

Workshop on Usable Security and Privacy
http://www.usablesecurity.net/USEC/usec21/

Prof. Dr.-Ing. Luigi Lo lacono
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Conferences

Europe

European Workshop on Usable Security
https://eusec20.cs.uchicago.edu/

Germany

Usable Security & Privacy Workshop
https://das.h-brs.de/workshops/

Prof. Dr.-Ing. Luigi Lo lacono
Internet | COINS Summer School 2021 84
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A Security

: - Contact:
How was your LUIgI Lo lacono

security experience

luigi.lo_iacono@h-brs.de

https://das.h-brs.de/

Picture: Peter Leo Gorski

Prof. Dr.-Ing. Luigi Lo lacono
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